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Navigating to Secure Home

http://dpi.wi.gov/wise/secure-home-info
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WISE Overview

. .
Diata Pifacy DPI's Secure Home Information Page
Dt Repest What is Secure Home? How do | get access to Secure Home?
In order to gain access fo a Secure Home
Secure Home, ASM, @Secure # Home [ is a secure webpage, S ; j
WAMS P : < —_— application, you will need to contact the
_ e : ¥ ?Ut orlzde ps Application Administrator for the application you
Secure Home Detailed users to gccess secure applications and tools in wanil aceesci Tt ok nidh-dich
Information one location. In order to access Secure

Administrators click here & and select your
Home [ | you need a personal WAMS ID and

Agreement to Protect i 4 district. If an Application Administrator is not
SludeREFRvacy S some.one. L bl e -_.EECL?FE listed for the application you want access to,
HomeIAppllcatlon sk o3 the.DF'-J Fppiicahon contact your District Security Administrator to
Secure Home, ASM, Security Manager (ASM) application. Once you o 0 i
WANMS help ticket f ; have an Application Administrator assigned for SE
login to Secure Home & with your WANMS 1D, 5 xplore
the application. /om Navigation and Inquiry
Federal Reporting the applications you have access to will be

listed.


http://dpi.wi.gov/wise/secure-home-info
http://dpi.wi.gov/wise/secure-home-info
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WAMS User ID: i|

l Meed help with your WAMS account?

Case insensitive
Password:

Case sensitive

Login |

Do not have a WAMS account?
Are you unable to access your application(s)?

Please do not bookmark this page.

WARNING: You are accessing the State of Wisconsin Local'ide area network. This system is for authorized users only. All eguipment,

of Wisconsin reserves the right to audit, inspect and disclose all transactions and data sent over this medium in a manner consistent with

systems, senvices, and software connected to this network are intended only for the official business use of the State of Wisconsin. The State
WANMS,

State and Federal laws. By using this system you expressly consent to all such auditing, inspection and disclosure. Cnly software approved,
WEB ACCESS scanned for virus, and licensed for State of Wisconsin use will be permitted on this network. Any illegal or unauthorized use of State of
HAMAGEMENT SYSTEM Wisconsin equipment, systems, services, or software by any person{s) may be subject to civil or criminal prosecufion under state and federal
laws, and may alzo result in disciplinary action where appropriate.
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Choose DPI Application Security Manager (ASM)
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Eﬁ Secure Home

Users of secure tools have access to confidential information about students. Protecting student privacy is required by
law and is the highest priority of the Department of Public Instruction. Resources regarding protecting student privacy
in Wisconsin are provided at hitp./dpi.wi.goviwise/data-privacy.

Details: More | Less

# ppi Application Security Manager (ASM) |2

r&ﬁl Secure Access File Exchange (SAFE) 2]

r‘gﬁ, Wisconsin Information System for Education Dashboard (WISEdash) 2/

SExplore

Data Navigation and Inquiry




Manage Security

& f’U BUC [NSTRUCT]ON Application Security Manager

Manage Security View Reports Organization:

Introduction

P Welcome to the DPI Application Security Manager (ASM)

Glossary To start assigning security roles for DPI Secure Home applications, select an action under "Manage Security” on the menu bar above and to the left at
| anytime.

‘Secure Home "

ASM allows security administrators the ability to manage user access to DPI web applications, by assigning security roles to users for each

application. Each role controls user access to application functions and use of information. The hierarchy displayed below provides the description of

each level of security within ASM.

Advanced Features

DPI ASM Hierarchy:

Hierarchy Level:

él, DPI Security Administrator
Assigns or removes the District Security Administrator (DSA) (Level1) for an organization (ex: district) based on the District
3 Administrator (Superintendent) submitting the District Administrator Authorization Form.
& District Security Administrator (DSA) Your District Security Administrators:
] (one or two per organization recommended)
Level 1 Responsibility: Assigns or Removes Application
Administrator(s) (Level 2) to each Secure Home

£ Application, on the behalf of the Organization (ex: district)
or its sub-organization (ex: school).
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Assign User to Role

Qy T’UBUC IN@TRUCTION Application Security Manager

Manage Security View Reports Organization:

S =TT ——
As an Application Administrator: Filter: OFF S Filter/Sort ..!

Browse/Edit Application Users
| Assign an Application User to an application role |
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Search Users

Welcome to the DPI Application Security Manager (ASM)

o0 startassignir | Assign an Application Level Role % | nenu bar above
it at anytime.

Complete the information below.
SM allows seq|

pplication. Eac
feach level of §

les to users for
ow provides the

Application: WISEid

IPIASM Hierar,  User. (none selected: use search link) @ Search Users

Role: | |Z| @
L 4
o

basedonthe D

Level 1
4
9
- o
Level 2:
SExplore
" /Data Navigation and Inquiry
Mesxt Cancel




Search Users, con't.

Welcome to the DPI Application Security Manager (ASM)

To start assignit | Assign an Application Level Role »®

nenu bar abaove
left at anytime.

P pn—— Complete the information below.

application. Eac
of each level of ¢

les to users for
ow provides th

Application: WISEid
DPI ASM Hierar| User

(none selected: use search link) @ Search Users
ﬁ 1 WANS ID: IL Search :I I: Reset | | Cancel ?I
= PRl fiome basedonthe [
‘ Last Mame:
Email:
)
Al
Level 1
4
L8

@lSExplore
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Adding a Role

Welcome to the DPI Application Security Manager (ASM)

To start assignit| Assign an Application Level Role x ‘henu bar abov
left at anytime.

ASM allows sec Complete the information below.

application. Eac
of each level of 5

les to users fiol
ow provides th

Application: WISEid
DPI ASM Hierar| User 6]

Search Users
Role: EIRO;
&'i based on the |
L 4

Data Navigation and Inquiry
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Finalizing & Confirmation

Welcome to the DPI Application Security Manager (ASM)

itart assignir | Assign an Application Level Role % |Nenu bar abow
at anytime.
Confirmation: Press Ok to assignfremove the role listed:
1 allows sec les to users fol
lication. Eac I ] low provides th
ach level of ¢ | Application: WISEid
WAMS User:

ASM Hierar Role: Data Entry

éﬁ: based on the |

4

FE Motify user by email

& To

Level 1

Optional CC:

Data Navigation and Inquiry

2 OK  Back  Cancel /@BExplore
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